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**Практическое занятие №8**

**«Изучение стандартных средств для реализации приложений, использующих симметричное и ассиметричное шифрование с использованием библиотеки** [**System.Security.Cryptography**](https://docs.microsoft.com/ru-ru/dotnet/api/system.security.cryptography)**»**

**Цель:** Изучить модель криптографии .NET Framework, основные классы и структуры данных, разработать приложение для шифрования файлов использующих симметричные и ассиметричные алгоритмы шифрования.

**Ход выполнения работы:**

1. Ознакомиться с созданием криптографического приложения
2. Ответить на теоретические вопросы
3. Ответы оформить в отчет

**Контрольные вопросы:**

1. Какие симметричные алгоритмы шифрования Вы знаете?

Простая перестановка, одиночная перестановка по ключу, двойная перестановка по ключу, магический квадрат Дюрера, шифр Цезаря, ширф Трисемуса, шифр Плейфера, шифр Виженера, двойной квадрат Уинстона.

1. Какие ассиметричные алгоритмы шифрования Вы знаете?

· **RSA** (аббревиатура от Rivest, Shamir и Adelman, фамилий создателей алгоритма) — алгоритм, в основе которого лежит вычислительная сложность факторизации (разложения на множители) больших чисел. Применяется в защищенных протоколах SSL и TLS, стандартах шифрования, например в PGP и S/MIME, и так далее. Используется и для шифрования данных, и для создания цифровых подписей.

· **DSA** (Digital Signature Algorithm, «алгоритм цифровой подписи») — алгоритм, основанный на сложности вычисления дискретных логарифмов. Используется для генерации цифровых подписей. Является частью стандарта DSS (Digital Signature Standard, «стандарт цифровой подписи»).

· **Схема Эль-Гамаля** — алгоритм, основанный на сложности вычисления дискретных логарифмов. Лежит в основе DSA и устаревшего российского стандарта ГОСТ 34.10–94. Применяется как для шифрования, так и для создания цифровых подписей.

1. Основное назначение библиотеки System.Security.Cryptography?

Классы в пространстве имён *System.Security.Cryptography* управляют множеством сведений о криптографии. Некоторые из них являются оболочками для реализации операционных систем, а другие — исключительно управляемыми реализациями. Позволяют создать открытые и закрытые ключи, электронные подписи, ассиметрично шифровать файлы и сообщения через безопасные потоки, используя последние разработки в этой сфере, а также переопределять абстрактные классы для создания собственных реализаций алгоритмов.

1. Влияет ли размер ключа на криптостойкость алгоритма?

Совершенно просто оценивается криптостойкость симметричных ключей. Если, например, длина симметричного ключа составляет 40 бит (такое шифрование называют слабым), то для его реконструкции надо перебрать 240 чисел.

Если, например, длина ключа составляет 64 бита, то необходима сеть из нескольких десятков специализированных компьютеров, и задача решается в течение нескольких недель. Это крайне дорогое мероприятие, но технически оно возможно при современном уровне развития техники.

Сильным называют шифрование с длиной симметричного ключа 128 бит. На любом современном оборудовании реконструкция такого ключа занимает времени в миллионы раз больше, чем возраст Вселенной.

Для ключей несимметричного шифрования получить столь простую формулу, как для симметричных ключей, как правило, не удается. Алгоритмы несимметричного шифрования еще не до конца изучены (в этом нет ничего удивительного, поскольку по сей день не изучены даже свойства таких “простых” математических объектов, как простые числа). Поэтому при использовании несимметричного шифрования говорят об относительной криптостойкости ключей. Понятно, что, как и для симметричных ключей, их криптостойкость зависит от длины, но выразить это соотношение простой формулой для большинства алгоритмов пока не удалось. Обычно относительную криптостойкость оценивают по эмпирическим данным, полученным опытным путем.

1. Назовите основные классы библиотеки System.Security.Cryptography?

Иерархия классов:

- класс типа алгоритма, например SymmetricAlgorithm или HashAlgorithm. Это абстрактный уровень;

- класс алгоритма, является производным от класса типа алгоритма, например RC2 или SHA1. Это абстрактный уровень;

- реализация класса алгоритма, который является производным от класса алгоритма, например RC2CryptoServiceProvider или SHA1Managed. Это уровень реализации алгоритма.

Основные классы:

* CryptoStream – производный от класса Stream поток, который связывает потоки данных с криптографическими преобразованиями;
* CSPParameters – параметры, передаваемые поставщику служб шифрования (CSP), который выполняет криптографические вычисления;
* RSACryptoServiceProvder – шифрование и дешифрование с помощью алгоритма RSA;
* RSAParameters - стандартные параметры для алгоритма RSA (значения d, e, n, p, q и т.д.).
* Пространство имен Cryptography содержит базовый класс HashAlgorithm и производные классы, поддерживающие алгоритмы MD5, SHA1, SHA256, SHA384 и SHA512.

**Вывод:** в ходе работы были изучены модели криптографии .NET Framework, основные классы и структуры данных.